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NOTICE

All departmental members are hereby informed that the online department meeting is arranged
on June 18, 2022 at 01:30 p.m. in IT Lab. '
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1. Conduction of Certification course of TYIT students
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Minutes of Meeting

The departmental meeting was held on June 18,2022 at 01:30 p.m. in the IT Lab.
Following matters were discussed and finalized as per agenda.

< Conduction of Certification course of TYIT students

It was decided that the certification course should be conducted from 20™ June, 2022 to 25" .
June,_2022. For TYIT “Fundamentals of Security in Information Technology” subject is decided. ,“
And it was decided that it should be 30 hrs.

< Subject Distribution

It was decided that Cyber Security subject will be taken by Dr.Sunitha Joshi, Network Security ‘.
will be taken by Mrs. Sharayu Kadam. Mobile Security subject will be taken by Archana Sanap, |
Disk Scheduling subject will be taken by Ashish Chavan, Database Security subject will be taken
by Rajshree Pisal. All the teachers were asked to design the syllabus for 8 hours each share by

19" June 2022.

<% Work Distribution

Subjects are distributed among following teachers

Mobile Security
Cyber Security
Computer Security
Network Security
Database Security

Mrs.Archana Sanap
Mrs.Sunitha Joshi
Mr.Ashish Chavan
Mrs.Sharayu Kadam
Mrs.Rajshree Pisal
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Adjournment
Meeting was adjourned at 02:30 pm.

Following members were present: Signature

Dr.(Mrs.) Leena Sarkar (Principal) W}Aﬂ
o~

Dr. B. R. Deshpande (Vice Principal) = @/

Asst. Prof. Janhavi Kshirsagar(CS-OT Coordinator) (Y\«\)
4

Asst. Prof. Archana Sanap (IT Incharge) W
Asst. Prof Sharayu Kadam. M{y}-@/

Asst. Prof Rajshree Pisal. W

Asst. Prof. Sunitha Joshi

vm»/)
Ass.Prof. Ashish Chavan. /
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SYLLABUS

Duration-30 Hrs

OBJECTIVES: -

e Learners will gain knowledge about securing clean and corrupted systems.

e Learners will understand how to protect data, secure personal data and secure computer
networks.

e Learner will understand the role of cryptographic system

OUTCOME: -

Learner will analyze and resolve security issues in different networks
Design, develop, test and evaluate secure software.

Interpret and forensically investigate security incidents.

CORE SYLLABUS
Duration: 06 Hours
Asst.Prof.Archana Sanap.-Mobile Security (6 Lectures)
SR. NO. TOPICS THEORY HOURS
1 Introduction to Mobile Security 02
2 Security of GSM Networks & Security of 02
UMTS Networks
3 WiFi and Bluetooth Security 01
4 Emerging Trends in Mobile Security 01
Duration: 06 Hours
Dr.Sunitha Joshi- Cyber Security (6 Lectures)
SR. NO. TOPICS DURATION
1 Cyber security introduction —Basics 02
2 Security vulnerabilities, threats and Attacks 02
3 Cyber Threats-Cyber-Warfare 01
4 Cyberspace and the Law & Cyber Forensics 01

X



Duration: 06 Hours

Asst.Prof. Ashish Chavan- Computer Scecurity

(6 Lectures)

SR. NO. TOPICS THEORY
HOURS
1 Computer Sccurity Overview 02
2 Computer Sccurity Elements 02
3 Computer Security Terminologies 01
4 Computer Security Strategies 01
Duration: 06 Hours
Asst.Prof. Sharayu Kadam- Network Security (06 Lectures)
SR. NO. TOPICS DURATION
1 Computer Security: Introduction, Need for security, 02
Principles of Security, Types of Attacks Cryptography: Plain
text and Cipher Text.
2 Substitution techniques, Caesar Cipher, Mono-alphabetic 02
Cipher, Polygram, Polyalphabetic Substitution.
3 Playfair, Hill Cipher Transposition techniques, Encryption and 01
Decryption.
4 Symmetric ~ and  Asymmetric  Key Cryptography, 01
Steganography, Key Range and Key Size, Possible Types of
Attacks.

Duration: 06 Hours

(6 Lectures)

Asst.Prof.Rajshree Pisal- Database Security
SR. NO. TOPICS DURATION

1 What is database security? 02

Why is it important?
2 Common threats and challenges, 02
Best practices
SRS
3 Controls and policies, /ﬁo RES 01
Data protection tools and plattbx-m:s;;/@lfi‘ﬁﬂw\ld%} !____J
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4 Top 10 database sccurity tools 0l

Exam paper
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Participant list

Sr. No. Name of the Student
1 Tanvi sangle
BHAVESH PRAKASH
2 GANGURDE
3 7 _ Aniket Shinare
; Sachin yadav
5 Vaibhav mishra
6 - fﬁl;ki varmma
7 ] Raj Sa;c_!e-e;;a-\;; O
8 o hRaja Prajabz;ti
B Anveshan Joa'\— ]
o | Parchha
10 Prathmesh taware .
11 Ribika Autade
12 Adhiraj
VIJAY VITTHAL
13 SHIPTE
; 777777 o WShaikh séqﬁib _
15 Vinay
1w  BhumkaSaMi
17 " Prashant Vithal Godhe
18 SHRIRAJ CHAUGHULE
-719 - WAniI kumawét o 7
20 Shubhangi Shivaji Date
21 7 Shreya Dayanand Lad
—227 - Jitesh yadav -
23 Réeta Dayaram yadav
ﬁ 24 B Atrin Verma
525 . 7 Anjali Dilram Yadav
§26 Yadav Saurabh Vishnu
:27 R | Sushant Rout
528 meal = R Samani Ajaj
Eg-ji VSiddhant Raut
L:30 : SR Anjali Dilram yadav
53] Imran khan




32 Sakshi Sachin Panchal

33 shruti pathak
Sushil Nagendra
34 Pothenar
35 Aditya prajapati
36 Vijaysingh
37 Isha Torse
38 - Gaﬁré\; L]preﬁ
39 SAMEER RAEEN
40 Shaikh ahir ékhtér firorzr |
a1 " Nkitakewat
42 Neeraj yadav
a3 Rushikesh Anil Gawade
‘447 - W-_afrun T
;5 h—Amit singh |
Marksheet
Sr. No. L * Marks Name of the Student
1 30750 Tenvisangle
o T BHAVESH PRAKASH
2 48 /50 GANGURDE
s 48/s0AnketShinare
s © 48/50 Sachinyadav
5 : - 48/ 50 Vaibhav mishra
s 8150 Triokivarma
’7 7 48/ 50 Raj Sandeep pawar
8 4850 Reja Prajapati
Anveshan John
‘9 48 / 50 Parichha
v10 48 / 50 Prathmesh taware
.1‘1 48 / 50 Ribika Autade
12 48 / 50 Adhiraj
| VIJAY VITTHAL
13 48 /50 SHIPTE
;147 48/ 5(7)>Shaikh saquib
15 48/ 50 Vinay
16 30/ 50 Bhumika Salvi
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48/ 60 Prashant Vithal Godhe

48 /50 SHRIRAJ CHAUGHULE

60/ 50 Anil kurmawat

48 / 50 Shubhangl Shivaji Date
44 / 50 Shreya Dayanand Lad
36 / 50 Jitesh yadav

48 / 50 Reeta Dayaram yadayv
30/ 50 Atrin Verma

32 /50 Anjali Dilram Yadav

40/ 50 Yadav Saurabh Vishnu

40 / 50 Sushant Rout
30/ 50 Samani Ajaj

42 /50 Siddhant Raut
L

) 32 /50 Anjali Dilram yadav
48150 Imrankhan
40 /50‘Sakshl Sachin Panchal
B 46 / 50 shruh pathak

SUShIl Nagendra
46/ 50‘Pothenar

40 / 50| Aditya prajapati

36/ 50:Vijaysingh

40/ 50 Isha Torse
32/ 50 Gaurav Upretl

44 / 50 SAMEER RAEEN

46/ 50 Shaikh amir akhtar ferZ

48/ 50‘Nik|ta kewat

36 / 50 Neeraj yadav

18 / 50 Rushikesh Anil Gawade

46 /50 arun
34 / 50 Amit singh
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CERTIFICATE

Tliis certificate is awarded to
<<NAME>>
who fias successfully completed Certificate Conrse “Fundamentals of Security.

Information Teclnology” organized Gy Department of Information Teclinology
T ’s Degree College
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Report

The certificate course in

“Fundamentals of Security in Information Technology” was
conducted for the third y

) ! Ird year information technology of third year. The certificate course was
conducted with an aim of introducing the fundamentals of security in the field of information

technology }Nhi.Ch helped the students to gain an insight into the various solutions and aspects
of the security in the field of information technology.

The s%lbjects of the course were Mobile Security, Cyber Security, Computer Security, Network
Security and Database Security.

The course commenced from 20th, June 2022.The course ended on 3rd, June 2022. The

total duration of course was 30 hours.

A\

Following faculties conducted the lectures

Sr No Teacher Name Subject Name

1 Mrs.Archana Sanap Mobile Security

2 Mors.Sunitha Joshi Cyber Security

3 Mr.Ashish Chavan Computer Security
4 Mrs.Sharayu Kadam Network Security
5 Mrs.Rajshree Pisal Database Security

Course exam was conducted on 25" June 2022 from 2pm to 3pm. Total 50 marks exam was
conducted by Mrs.Bhagyashree Kulkarni. Total 45 students attempted the examination.

Results of the certificate course were released via email to the students who attempted
the exam.

W

'

PJ)EG%@\\ m

A~ s
Asst. Prof. Archana Sanap LZ,Z‘ MR‘m%‘i Asst. Prof. Janhavi Kshirsagar
NS Coordinator CS-IT DEPT
N~ \/ %\ 1
Dr.(Mrs)Leena S{kar
Vice Principal Principal

PRINCIPAL
JNAN VIKAS MANDAL'S
#.R. MEHTA COLLEGE OF COMMERCE
D.M. COLLEGE OF SCIENCE o
A.R. MEHTA 0L GE OF ARTS 36

Dr. R.T. DOSHI COvLLES S F 20M7 !
Pint K S L




